
  

programme. The successful candidate will be required to complete such prior to 
appointment. All successful candidates will be expected to enter into an employment 
contract and a performance agreement within 3 months of appointment, as well as be 
required to undergo a security clearance three (3) months after appointment. The Office 
the Chief Justice complies with the provisions of the Protection of Personal Information 
Act (POPIA); Act No. 4 of 2013. We will use your personal information provided to us for 
the purpose of recruitment only and more specifically for the purpose of the 
position/vacancy you have applied for. In the event that your application was 
unsuccessful, the Office of the Chief Justice will retain your personal information for 
internal audit purposes as required by policies. All the information requested now or 
during the process is required for recruitment purposes. Failure to provide requested 
information will render your application null and void. The Office of the Chief Justice will 
safeguard the security and confidentiality of all information you shared during the 
recruitment process 

 
ERRATUM Kindly note that the two posts of Registrar: Mpumalanga Division of the High 

Court, Middelburg and Mbombela, Ref No: 2025/22/OCJ and 2025/27/OCJ 
advertised on DPSA circular 09 of 2025 with a closing date of 25 March 2025 
are permanent posts. Apologies for any inconvenience caused. 

 
POST   DEPUTY DIRECTOR: ICT SECURITY SPECIALIST, REF NO: 2025/49/OCJ  

 
SALARY  R849 702 – R1 000 908 per annum (Level 11), all-inclusive package.  

The successful candidate will be required to sign a performance agreement.  
 
CENTRE  NATIONAL OFFICE: MIDRAND  
 
REQUIREMENTS:   Matric certificate and a three-year National Diploma in Computer Engineering, 

Information Technology or equivalent qualification at NQF Level 6 (360 Credits) 
as 30 recognized by SAQA. A minimum of seven (7) years’ ICT Infrastructure 
Support Management environment, with five 5 years’ experience in ICT Security 
Operations specifically Firewall and Identity Management. Valid Firewall or 
Cybersecurity Technical certificate is mandatory. Valid MCSA: Windows 2012 
or 2016 certificate, Valid CISM certificate or equivalent will be an added 
advantage. A valid driver’s license. Skills and Competencies: Experience with 
Windows Server 2012 & 2016 environment. Experience with Microsoft 
Exchange 2013 and 2016 environment. Experience with DNS, DHCP, SQL, and 
WSUS. Experience with antivirus and malware protection solutions. Experience 
with firewall management specifically Fortinet firewalls. Experience in network 
and systems administration. A strong focus on service delivery with a desire to 
innovate, improve process, support others and share ideas. Excellent 
interpersonal relations. Effective communications skills (written and verbal). 
Attention to details imperative. Excellent Problem-Solving skills. Ability to multi-
task is essential. Time management and ability to work under pressure. Ability 
to adapt to change.  

DUTIES  Installation, configuration and maintenance of the OCJ’s Enterprise Security 
Systems and Solutions. Implementation and management of the security in all 
OCJ’s externally facing ICT security applications. Implementation and 
maintenance of the ICT security solutions for vulnerability audits and 
assessment. Establishment of an enterprise security stance through policy, 
architecture and training processes. Establishment and management of 
enterprise identity governance and access management solutions for the OCJ. 
Provide supervisory to internal and external ICT security management team.  

ENQUIRIES  Technical Enquiries: Mr T Mohono Tel No: (010) 493 8754 HR Related 
Enquiries: Mr A Khadambi Tel No: (010) 493 2500  

APPLICATIONS  Applications can be via email to: 2025/48/OCJ@judiciary.org.za  
NOTE  OCJ will give preference to candidates in line with the departmental 

Employment Equity goals. 
 


